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Aberporth Community Council
Subject Access Request Procedure

1. Purpose
This procedure explains how Aberporth Community Council will handle Subject Access Requests (SARs) in accordance with data protection legislation and guidance issued by One Voice Wales.
A Subject Access Request enables an individual to access personal data held about them by the Council.

2. Legal framework
This procedure is carried out in accordance with:
· The UK General Data Protection Regulation (UK GDPR)
· The Data Protection Act 2018

3. Scope
This procedure applies to all personal data processed by the Council, including data held:
· Electronically or in paper records
· By the Clerk or councillors
· In correspondence, emails, files, minutes, or other records

4. What constitutes a Subject Access Request
A Subject Access Request is any request made by an individual for access to their personal data.
A request:
· Does not need to be labelled as a “Subject Access Request”
· Does not need to refer to data protection legislation
· May be made verbally or in writing
All such requests must be treated as potential SARs.

5. Responsibility
The Clerk to the Council is responsible for coordinating and responding to Subject Access Requests on behalf of the Council.
Any councillor receiving a request must forward it to the Clerk without delay.

6. Making a request
Subject Access Requests should be submitted to:
The Clerk to the Council
Aberporth Community Council
Llanina, Aberporth, Cardigan, Ceredigion, SA43 2EY
clerk@aberporthcommunitycouncil.gov.uk

7. Verification of identity
Before responding to a request, the Council will take reasonable steps to verify the identity of the requester.
Where necessary, the Clerk may request proof of identity and address.
The statutory response period begins once identity has been verified.

8. Timescales
· The Council will respond within one month of receipt
· The period may be extended by up to two further months where requests are complex or numerous
· The requester will be informed of any extension and the reasons for it within one month

9. Locating and reviewing data
The Clerk will:
· Identify relevant records and systems
· Request information from councillors where appropriate
· Review information to ensure it relates to the requester
· Consider whether any exemptions apply

10. Exemptions and redactions
The Council may withhold or redact information where:
· It identifies another individual
· It is legally privileged
· Disclosure is restricted by law
· An exemption under data protection legislation applies
Any refusal or partial disclosure will be explained to the requester.

11. Response
The Council will provide:
· Confirmation that personal data is being processed
· A copy of the personal data (where applicable)
· Supplementary information, including:
· Purpose of processing
· Categories of personal data
· Retention period
· Rights available to the individual
Information will normally be provided free of charge.

12. Method of response
Information will be provided in a secure format, either:
· Electronically, or
· By post, where appropriate

13. Record keeping
The Clerk will maintain a record of all Subject Access Requests, including:
· Date received
· Identity verification
· Searches undertaken
· Information disclosed or withheld
· Date of response

14. Complaints
If an individual is dissatisfied with the Council’s response, they may:
· Raise the matter with the Clerk, and
· Lodge a complaint with the Information Commissioner’s Office (ICO)

15. Review
This procedure will be reviewed periodically and updated where necessary.
Adopted by Council: January 2026
Review date: January 2027

Optional One Voice Wales–style summary statement
This procedure is based on One Voice Wales model documentation and reflects current guidance for town and community councils in Wales.
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